History Stealing with Captive Wi-Fi Portals
and other MiTM Situations
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Which sites are detectable
using this techniqe?

We crawled Alexa top 200,000 sites with an
instrumented browser, to see who is setting
persistent cookies or HSTS headers.
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